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Article 1 (Purpose of the Policy) To strengthen corporate governance and ensure the 

stable operation of the company, this policy is established to implement sound risk 

management, thereby safeguarding shareholders' rights and laying the foundation for 

sustainable corporate development. 

Article 2 (Scope of Risks) The company and its subsidiaries, in line with the overall 

business strategy, establish a comprehensive risk management mechanism to timely 

identify, analyze, evaluate, monitor, and control various risks. Continuous 

improvement measures are implemented in response to changes in internal and 

external environments, aiming to optimize the allocation of company resources. 

Article 3 (Types of Risks) The risks associated with the company's business 

activities may include: 

1. Operational Risk: Refers to the risks related to production operations, supply 

chain, fluctuations in raw material and product prices, human resources, 

corporate image, credit, finance, changes in management rights, and the 

performance of obligations by customers or suppliers. 

2. Information Security Risk: Includes vulnerabilities such as phishing emails, 

Trojan horses, ransomware leading to data breaches, and hacker attacks. 

3. Hazard Risk: Refers to the risk of significant events such as natural disasters, 

infectious diseases, interruptions in public utility supplies like water and 

electricity, climate change, war or terrorist attacks, social unrest, strikes, and 

workplace safety accidents. 

4. Strategic Risk: Refers to the risks associated with technological innovation 

trends, changes in macroeconomic conditions, industry market changes, 

technological developments, and competitor dynamics. 

5. Political and Regulatory Compliance Risk: Includes risks related to labor 

laws, environmental safety and health, trade secrets, personal data protection, 



corporate governance, trade laws, fair trade laws, intellectual property rights, 

legal disputes, and sovereign risks. 

6. Financial Risk: Includes market risks arising from fluctuations in interest 

rates, exchange rates, taxes, and inflation, credit default risks of transaction 

counterparties, and liquidity risks associated with the inability to liquidate 

assets or obtain sufficient funds, and insufficient market trading volume. 

7. Other Risks: If there are other risks that cause losses to the company, 

appropriate risk assessment procedures should be established based on the 

nature and extent of the impact. 

Article 4 (Responsibility and Authority) 

1. Board of Directors: The highest guiding authority of the company's risk 

management, approving the risk management policy, and ensuring that the 

operational strategy aligns with the risk management policy. 

2. Audit Committee: Continuously supervises the operation of the risk 

management mechanism based on the overall operational strategy and 

business environment, ensuring the effectiveness of risk management. 

3. Global Risk Management Office: Established under the Audit Committee, 

led by the company's Chief Financial Officer. It regularly holds risk 

management meetings, assists in supervising and reviewing the 

implementation of various risk management systems, and reports important 

risk issues to the Board of Directors at least once a year. 

4. Risk Management Task Force: The responsible unit for executing risk 

management. It communicates with various departments through 

questionnaires or interviews at the end of each year to identify, analyze, 

evaluate, and schedule response plans for major risks in the following year. It 

regularly tracks and reports the implementation status of risk management to 

the Global Risk Control Center. 

5. All Departments: Each Department heads are responsible for daily risk 

management, including identifying, analyzing, and monitoring risks related to 

their responsibilities. 

Article 5 (Risk Identification) "Risk Identification" refers to the process of 

identifying potential risks involved in various business operations or procedures. 

Article 6 (Risk Analysis) "Risk Analysis" involves using various information to 

estimate the likelihood of risk events occurring and judging the potential impact on 



the company. The results of risk analysis should be used to assess the level of risk and 

provide necessary information as the basis for risk evaluation and response. 

Article 7 (Risk Evaluation) "Risk Evaluation" refers to ranking risks based on the 

level determined through risk analysis, in accordance with the company's tolerance 

levels. This evaluation forms the basis for further risk response actions. If the risk 

level is below the tolerance threshold, continuous monitoring and review are required; 

if above, various risk response plans must be implemented. 

Article 8 (Risk Response) "Risk Response" involves formulating and executing risk 

response plans. The response plan should specify the responsible department and 

person, resource requirements, implementation timeline, and mechanisms for 

monitoring and reviewing the response plan, facilitating the implementation of risk 

management measures at the operational level. 

Article 9 (Risk Monitoring and Review) "Risk Monitoring and Review" refers to 

establishing a risk control mechanism to ensure the efficiency and effectiveness of 

risk management operations, making timely adjustments and continuous 

improvements. 

Article 10 (Approval and Revision) This policy is implemented after being 

approved by the Board of Directors, same will be applied for the amendment. 

 


